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Identity Theft 

An Informational 
Guide for 

Security Clients
Secure Your Information 
A simple way to protect 
yourself is by being aware of 
what personal information 
is being used and shared. 
Be extremely careful to 
whom you provide personal 
information, whether over 
the phone, through email, 
or on a website. If you are 
the one who has initiated 
the contact, then most 
times you will be protected. 
Be alert when you are 
contacted by someone 
requesting information. If 
in doubt, do NOT provide it. 
If you receive a phone call, 
offer to call them back, but 
do NOT use the number they 
provide. Use the number 
from a paper statement or 
search online to verify the 
contact information of any 
organization. Customer 
service representatives 
will be able to tell you if 
they have tried to contact 
you with a request for 
information. 

We live in a digital world where a 
growing threat from cyber thieves 
exists. In preparing for the holiday 
season, we should acknowledge 
our vulnerability to identity theft, 
as evidenced by the numerous 
data breaches making headlines. 
Understanding and awareness 
can mean the difference between 
proactively preventing a crime or 
reactively spending months, if not 
years, repairing the damage. 

What Is Identity Theft? 
The United States government 
defines identity theft as personal 
information that is stolen and used 
without permission for some form 
of gain (Federal Trade Commission). 
There are a myriad of methods 
thieves employ to gain access 
to your personal information and 
data. Criminals can take out a 
loan or credit card in your name, 
without you being aware, using 
stolen personal data. Immediate 
repercussions can include a decline 
in your credit score, calls from debt 
collectors, collection notices, money 
missing from bank accounts, false 
charges on your credit card and 

transactions declined for accounts 
associated with your name.

Protect Yourself
The best defense is to be proactive. 
Like the Securitas value of Vigilance, 
one must actively protect personal 
information from would-be thieves. 
The U.S. Department of Justice 
recommends employing a ‘need 
to know’ attitude when it comes to 
your personal information. First and 
foremost, do not share your social 
security number unless absolutely 
necessary. Next, carefully review 
monthly statements for any possible 
errors or mistakes. Shred all personal 
papers and records before throwing 
them away. Do not use the same 



http://www.bbb.org 
http://www.identitytheft.gov 
http://www.irs.gov/Individuals/Identity-Protection
http://www.irs.gov/Individuals/Identity-Protection
https://www.ssa.gov/

